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ABEYOS 7 7V &r—3 a v #{R#E T 3 HANHH A

« 0L ZADT FLARAZER (» XEY LOF—&) ZBHEWIZHEE
» TR ANRTRATLAA—NVELICT 72 RATELZDE O IANDT — XD A*)
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7 7 AT B 7 7 k& Al OFEAR

« 77t Xiillf#l ~ open, exec RIZE, 77 ANTZT 7L RT 5
SRAT A A—)LDKE
« A ZHRD B 2 B3R
LG 277 A% 7 72 ZA LTS
« »open ZFE[T LR ERAD l

SHUTD
SHGID
i 27—

=

» EF2— ID (Effective User ID, EUID)
» )27 —7 ID (Effective Group ID, EGID)
» filiBli 7 )L —7 (supplementary groups) TXT
2. ZDT7 74X r%ﬁb:iﬂ“{/f EDEIBRT7I7EA %ﬁfFﬂJ 7 ¥ 22w (mode
LTW3H ”
¢« —» 77 ANVD7 7 AFN] (Access Permission) J&
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Unix I2BI1FT 3 T2—% ) OEK

* OS (I —FNV) DB LTWVWS ( AT LA—LTHDLNDE) T2—F] DIEK —
2—HFID— X 3EHES
» uid t Y (SERRITEEEC)
» HIH—FNVIET AT L= ANVE2D THISRW (KIZL TRV

c nJA VKR EIEbNs BB 2 —FHE, 2 —FES L OXtG%E 0S S DA
A TIRD TN =F 72w
» XFIZ R 50 A: /etc/passwd, LDAP, NIS 55
» BEIHTCHEIWEL TWAIRETIX /etc/passwd, v b7 — 7 BRI Tld LDAP 73315
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Unix ICBIF B 71— OEK

c IN—T ~n -V DES
o I—HFEER, JNV—TDIEKR — V-7 1D — b ERZES
» gid_t B (SEFRIFEEE)
o I—T% (XFH) b, I —THS L ORIHE OS HADHAHATIRD I=-YNciEmE
VAQA
» Xt Z Hed B A /etc/group, LDAP, NIS &5
» HURTEIEL TWAEBRBETIE /etc/group, % v b7 — 7B Tl LDAP 23
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REHEL— 9, R— 82— % L — |

c —HPHEE 0D —HIIT AT LI —L L UL THRFIFN
» FibE L — (privileged user), A —>%— L —¥ (superuser), L'— b (root) 7% ¥ ¥ FEIX
WS
» WHWBIRATLEHETHDIZLALDIRAT LA —ILDRHAXIND
« KiMEL—% ) & (CPUD) IFiEE—TF ) ZEFLRERVWE S
» 0ot DETLTWVWA 7O AENL VW T, B2 ORETE— FTEIVWTWS D
TV
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7 7 A MWDK 77 AZn[BEEO &

1. —Y% (User) ~ D7 7 4 LD FrE ]
2. Z)V—7 (Group) ~ EED L —ThR
3. 727 Ai0] (€75 mode EMEIIND) TXT i
TR 1T B G
H B 7 0z AFHA (mode
DL S5%) TR
« ZEFAI{T 5 - LRV}

e l2—%) 70— BEICET 32EEDE
» 2 —% ) BHEZZDZ7 740D [FIEE] EWIAX=UDBL2AHRTVL
» —H 1 ONV—T7 ] BHEIZD 774 0% TIET27L—7] W54 X=IF
ARELTBD e LUARET S
- ZDIN—=TD/THL—YnE, [ELTWVWSE] W DITTIERY
» HPRIIE L IS, ZOMAKBO—YF LES (FBHE, X DEV) 727k AR
B2 20RZI/ELTWVWBET
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mode — G ICXT 2 EDXH5R) 77 ADFFA] — DOFEK

« THE) BLLTFD 3 X9y

1. User (7 741D Ta—¥ | BETIEESN2—H)
2. Group (7 7 ANVD =7 BETHEESINLIL—7)

3. Other (ZH LD 2 —¥)

1. AL (Read)
2. FHZiAA (Write)
3. 9217 (eXecute)

* = mode DK : &3 3 x 3 =9 D 2 {EEM (FFAT or REFH])

N

c D57 77 ADIILITD 3 X5

R

W

X

User

Group

Other

olR|—

1
0
0

0
0
0
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TR R R 2 — (BEIRAD) 1s

$ Ls -1
-rw-r--r-- 1 tau taulab 823 Dec 16 12:55 foo.txt
-rwxr-x--- 1 tau taulab 199 Dec 16 12:55 watch.sh

7-4 —— Hﬂ<‘ﬁ‘ TN—T
=PI G B T DMK T D FFAT

) — TR % ]

¢ Z—F tau IFFAR), B EW), FITOAHE e
« 70— taulab I&FAR), EIT(X)TTHE conln oL
© ZOMFDHTERY Other [0/ 0 |0
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77 AFFr[EEEEE R A5 AT L —) — stat

struct stat sb;
int err = stat(path, &sb);

path (7 7 A VT 4 L7 b V) DEME% sb ITHEHN

sb.st uid: L —F

sb.st gid: 7V —7

sb.st mode : BjZhD 9 1 H D7 7 & XFFA] (9 bit) & & LFEEL
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AV bit 22 SJIELS

st mode 1D 9 DD 7 7 ¥ AFFA] bit

Bl s |[3E) 1ICXB(|[TEAR] 77 A|CEETDRLS
0400 I — AL S_IRUSR
0200 2—H EHZIAA S_ITWUSR
0100 2—H FAT S_IXUSR
0040 T—T AL S_IRGRP
0020 T —7 = X AR S_IWGRP
0010 N —7 F1T S_IXGRP
0004 Z DAfth rAH L S_IROTH
0002 Z DAt = X AR S_IWOTH
0001 Z DAt F1T S_IXOTH

* DE DD 3 x 3D 1/0 BRDNEIZI N7z 2 #HEL
o fil: - rwxr-x--- =111 101 000, = 07504
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stat D Z Do J& 1%k

* stat ERNITIZZDMITHZ L DT 7 A VEEDEH STV S
» sb.st size: ¥V A X
» sb.st mtime : Ef% D HEHTIRFA
» etc.
* st _mode IZBHHTDD 9 DL DIEHRD G S LTV B (Rid)
» set-user-1D
» set-group-1D
» sticky
« DF D, statr~ 7 7 A IVICBEHT BIERD 5 BHE LI DIER
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stat 2~ Y F

$ stat 10 security.typ
File: 10 security.typ

Size: 13668 Blocks: 32 I0 Block: 4096 regular file
Device: 252,0 Inode: 178538093 Links: 1
Access: (0644/-rw-r--r--) Uid: ( 1000/ tau) Gid: ( 1000/ taulab)

Access: 2024-09-29 02:55:24.449105666 +0900
Modify: 2024-09-28 12:58:37.151968205 +0900
Change: 2024-09-29 02:55:24.449105666 +0900

Birth: 2024-09-29 02:55:24.449105666 +0900
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open (Ft&Hi L) DA

« TuLAPIZEB T 7 A NVFDiidrili L open (0 RDONLY X2 0 RDWR) D il 5

0. POZES) UID =0
= OK
1. POFEFUID=FD1—%
= (F.st_mode & S IRUSR) # 0 7% 5 OK
2. POFERNGID £721% PO ZN—T QNP =FDO I N—7
= (F.st_mode & S IRGRP) # 0 72 &5 OK
3. RFEdICEZHE Lz w
= (F'.st mode & S IROTH) # 0 7% 5 OK

« E% UID/GID, il 7 v — 7238 5 I % 2 3%
» ILHD EUID~ T2 2 EH L1 —3) LE-sTEBTIRRWL
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o MAH LD —2 LIXIFFERE
* HIAZ A FDS IRxxx & S IWxxx I35 B2
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* open & XIEFER (B R—D S IRxxx 7 S Ixxxx 123 B 721F)
« Y IVA YT M EFETT B

chmod +x script.sh

Y LAELTIEVWT 2D ZADEH (chmod 2= > FIZDOWTIXER)
c gec REAVNA I T BETARET 7 A VDEEIEa oA I EEIdES
iToTW53
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74 L7 b VISHT 3 R, W, X DEBK

* R:itAH L~ ZD7T 4 L7 M VIZXTT 5 open & AT A
I —IVDREIZHE

» HEEHEE LTEZEDT4 L7 MU DT 7 A NVHIZE

W EBEZIABA R ZDT4 L7 PUVHNDT 7 4 MIZXT 5
YK (open) + HIFR (unlink) « 4 R1Z B OS2 E

« X 2 - s ER

» ZDT 4 L7 b UANDIE] (chdir > A7 L3 —)L) D
S A5 1 R

» ZDT4 L7 VBGRB[0 AT L —)L
DB E
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77 AR BT H T H T AT A2 —)L — chmod

int err = chmod(path, mode);

* path CYEEI NS T4 L7 bV DT 7 ZAFFA] (st_mode) % mode \ZF%E
* mode DIETE }7 1%

1. EE8UE (8 4k 3 M2 A THeE

2. S I{R,W,X}{USR,GRP,0TH} & ¥ v F | THA TIEE
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chmod 2~ K

chmod mode path

© JRT LN EFEDNEEDH, BEIXIZIZE T
* mode DIEE F7 1%
» BUE (8 #EE) CTHEHEIETE
» L& CTHEE who{-,+,=}what
— who X u, g, o DIEEMEZIEE (Z21F ugo (£ 0) & [FFK)
— what 1% r, w, x DIEEFEZHEE (HIEXFHED 25)
— HIMERRE, - IEHIFR, =it > b
o il
» chmod 644 path (rw-r--r-- 129 3)
» chmod g+w path (Z )V — 7 DA H UMERR 2 381
» chmod +x path (& TIZFEITHEIR Z2 B
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chmod D XS

« 7uvAPIZL BT 7 4 INFD chmod DA (~ BEHE F72138F55 0L HER)

0. POZEXN UID 728 0
= OK

1. POEFUID= FOIL—H
= OK

2. bFECICEYEE
= NG
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T 7ANVD{L—Y IIL—TVEHEEEEITEHI AT L2 —IL — chown

« AT LTI

int err = chown(path, user, group);
c F%Da<w R

chown user:group path

« ¥5 5% path DL —V @M% user 12, 7V —T@lE% group ICEEHT 5
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« 7Ot APIZX BT 74 ILFD chown DA (~ m@%?ﬁ_ﬁ# A
s A—HFREEDPEEINS (user + FOL—HFENE)

0. PO UID 73 0
— OK
1. At

= NG
s I —HVEHENEZHINKZW (user = FOL—HEN) H5E

0. PO UID %5 0
= OK

1. ZH LA (=~ B DSFIE S %6 7V — 7 NDEHEHAJHE)
= user € {PDOER) GID} + PO 7 v —7 72 51 OK

29 /57



T77 AN LT, TEAZ DS

SETOE LD

open/exec (*)|mode DEHE | VNV —T DX H |FhEEDELE
root O O O O
e & O O A
Fi A & LAY O

* (*): mode TEFA] NG E
c N:HADEST 57 NV—T\NDEHED A
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71t 2DERN UID

« 71t ADIEH)) UID (Effective User ID) ~ ZD 7t 25 5] ¥ L TEIWTWS
hrERT 7Tt ADENE
* open, exec IR ¥ DG ZIRD B —HZA m

* (F318) open DL
0. PO UID %3 0
= OK
1. POZERIUID = FO1—¥H
= (F'.st mode & S IRUSR) # 0 7% 5 OK

2. ... Y
3. ...

o RHEEFIZIZ TEO VS FIF7 a2 2DZER UID IZHY ] 2V Y47 b Rides
EROE, FRLEHIS RS Ty HFE Y EEIT RV ..
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71t 2DERN UID

c LD EEINOSHF—AR—FE2IToTWB ANOESfENE BT MG ZHM LT
WA DT TIERVDT, 7’atXD5ER) UID 38 5 W5 A Bl ThE > Tw
L HET 5 Z LI E

o SEREEHUICIZ
» ssh, jupyterhub (A N7z —H 2L L CTHEYNIMD 2 —FITE D b 3)

» sudo (BEHBMEIRTHEITT %)

BEMSRATLIA—ILLNRILTIEE D WHMTHHATE D 3> TW 202 S 5 i
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a2 JfES % 320D UID

« RiZ 7 ut R121E 320 UID DWW TW3
1. 92 UID (Real User ID, RUID % 71382 UID)
2. 9%%)) UID (Effective User ID, EUID)
3. f&1# UID (Saved User ID, SUID)
« ERFE T XD UID 22 THIKT 505, BHT AT LA—NDD DS
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TRt 2D {E - EZh - FFEUID Z{BUS - ZHY T 5 A 7La—)L

- S
» uid t r = getuid(); — F UID ZiX§
» uid t e = geteuid(); — F%) UID %X 3
> int err = getresuid(&r, &e, &s); — {5ER,RFIUID & £ N L r, e, sITIRS
> int err = setuid(r); ~ & UID 2723 % (FflZ)
» int err = seteuid(e); ~ FEXJ UID %#elZ T 5
» int err = setresuid(r,e,s); ~ {3, FE%R1EIUID Z ZNZH1r e, 5125 5
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set?uid ZNZFENDIEHELR IR & il

MEH L7z 7 vt XRD{E - R - f(REF}UID % (R, E,S) £ EL 2 XICZT 5

£ L I
setresuid(r,e,s) |E =0 721X {r,e,s} € {R,E,S}|(R,E,S) — (r,e,s)
seteuid(e) E=0%7/%l¥ec{R,FE,S} (R,E,S) = (R,e,S)
setuid(e) E=0 (R,E,S) — (e, e, e)
ec{R,E, S} (R,E,S) = (R,e,S)

s TIWZHNBED, BHE 2 DX setresuid DFFRZICIE X 720

» seteuid(e) = setresuid(R,e, F)

» setuid(e) = F == 0 ? setresuid(e,e,e) : setresuid(R,e,.S)
* setuid/seteuid DAL, sk /L IV I S Y72 S E

> setresuid (312D 5 T X, 72D POSIX (Unix F24E) T2\
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« FZ% UID (E) DA H = tERDOEHETH D, FH O DITIBRFICEF LTI R 5 R0
» EARIIEME 7ot 2 (E=0) 23X NS
» R LEELI-—FOTRERX (E£0)b, {5 5% - (RF}UID HD 1272 5 Z & IEATEE
* ssh, jupyterhub RENE L —H & LTHIL Y at X Z2EH] T 5 {HiH A
» Jefl 7t AT root E LT (E=07)EEIZINS
» L—Hul U TCamaltFLe L, setuid(u) ZHWTZ—Hul TR DD 3
- (R,E,S) = (u,u,u) IZ7% %
» ZOREDL LMD L —FITHDRDLBUID ZZET )2 & IF A AlHE
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« ERIUID=0(F = 0) THIUXERAFT, EEOL—VIZ 2hFTFL ] (UID 2EH
35 Z ) AHE
» AT LA—I)LLNILVTIEZED L= DFEFE (XA YV — RERZ D) I3 TH R0
> set?uid ZFATT B 70T 7 ADTEYIRTTE « ek 2 FHEE T HNEND 5
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A3

s BRIV (E+£0 D7t RY, {FE--FZ) - RIFIUIDFDOENITR B Z X
AJHE

* = JEroot (E # 0) 2°5 root (E = 0) 12 [ FAE DAJEERSGE (RE72135=0) H 3!

.

seteuid(100) seteuid(0)

(0,0,0) > (0,100,0) —— (0,0, 0)
c FR L TROERE ZWCERFMTET7 SV —2a U ZAJEEICT 5
o BIZIREERIZ R —Y TET, 2—Pul U TERREDTBEATHE = 0ICHKE L Tu
2D Kb B

seteuid(0) setuid(u)
(0,100,0) —— (0,0,0) —— (u, u, u)

» TR/NROMERTEIC ) WS BRANCIA o 728Gt
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FITR][EE 7 7 £ )LD set-user-ID J& 1k

o (F8) st_mode ICKN X NLT W3, 727 & ZFFA]

9 bit LA o OO0
» set-user-ID (setuid bit, suid bit)
» set-group-ID (setgid bit, sgid bit) Y :>
> sticky

* set-user-ID bit D¥HR: 7 10t A P23, set-user-ID execve(..)
JBIHED 1 DFEITAJEE Y 7 A WF % (exec R AT ¢
AT—AT)ETT 3 &, PO{FER, (RI7)UID % -
FOL—F(ut T BNT 2 B A

» (R, E,S) — (R,u,u)
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set-user-ID B DR A > b

 set-user-ID DY N7 s A NVZETTEDIE, (R, E,S) = (u,u,u) (u # 0)
DIRFEN & THIHER UID 2 EH T X ZME—DFB
* sudo, su 72 & (root TIER W) FHD L —HFTH o THEHECMD 2 —H1Z TED
RKb3] axy Rick o> THHEDHEA
* sudo, su DFEITAJEE Y 7 4 LIZ
» 22— @M (FE&) = 0 (root)
> set-user-ID &4 Zt v b
* oot IZfR5F, D252 —VOMERZMD 2 —FITH5 X 5 7DD —RHIIFEX
$ which sudo

/usr/bin/sudo

$ s -1 /usr/bin/sudo
-rwsr-xr-x 1 root root 257136 Aug 15 00:41 /usr/bin/sudo
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set-user-1D J& I DEXE

« DUND 3bit 1X st mode D7 7t ZMERR 9 bit DX 512 _EA7 3 bit I I LTV S
» set-user-1D
» set-group-ID
» sticky
« L7725 TENE st mode IZIEL { RIEL TRIUXE W
* 9] (- rwxr-xr-x (0755) IZH1Z T set-user-ID (04000) % set)
» A7 L3 —)L chmod(path, 04755)
» 2% 2 N chmod 4755 path
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set-user-1D J& 1% D {s B 57 i 4]

s BV THELLWT —ZX—=X D (774 V)
» WA —VDDICEZADZREND DDEE T 7 A WANDEZIALMERZ 5 2
2 DT IIZ 0 (XN B GER)
c PIZIXEDZ—HITH DITEEL IT%8) 5 2R 52 720

—
' DD
» 2—HEMEZ u
» 7 7 ZRERRIE uw DIAMTIZ G- Z 72\ (st_mode = 0600)
« DIZTF—&REBHTIa~xr F (ETAREZ 7 4 1) D
» I —HVEHE u
» set-user-ID JEE%x -+ v b
« Z0av Y FTEKLZEWT —&ZX—ZXME (e.g., ¥ = VDEE)) Z1TARWVWE DI
TADIFa~y NMEEDET
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ZFRUZLTHRE3I DD UIDDLHADTL &£9°?

* 2T IR oA L R RVDEIS

1. EEDOMHERZ T 5 = %)) UID
2. set-user-ID Mty I a I L EHLZED 1t 22— = ZZ UID
3. HERRDFMDTE BIRFEL Z 5 TR WIREE = f&1F UID
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I IV—TFIZDWNWT




TN — T DI TR

« IN—F = 2 —-FDELS

« X2 T 7 AHDI=D DY — v
> JV—T%ES
» IN—TFIWHT 277 AMERZHRET 5

« 799 RDT7 7 A NHFEERL D JFIERHZ Unix Tl THEBIZRE2E TRV A
IZXFS % 7 7 AER = T ME— D 5Tk

« 7F: %13 Linux TE D 5D LFIR A (ACL) 23D % &N
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a< Y R LUV TOERER (2 AB B

1. 7L —7 student Z1ED, .—¥ ohtake, mimura, degawa & X > N—IZF 3
* = /etc/group I IV—T%, IV —THS, Filg@d 21 —H Zilib
o F: BREDITTIE sete/group BIAMT D BH 5 (LDAP, NIS 72 &)
2. ohtake D7 7 A JL hello.txt % student Z )L — 7D X U N—IZFHiAH XA T 5
* chown :student hello.txt # 7)V—T7 @M% student IZ
* chmod g+rw hello.txt # L —0F B rw MR 2 Hi
3. Z4LT student /L — 7 FTJ& D — ohtake, mimura, degawa 23 hello.txt % #Li>
HEXTX5L51Tk3

DRZH%Z OS (AT La—)L) LULOEIHEL L THRET 3
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Tat ZDER GID L7 —7 ~ EZ) UID D 27— TR

* open DA (—HEP )

0. ...

1. ...

2. POERGID £7%1& PO Z NV —T DN =FOINV—"7

= (F'.st_mode & S IRGRP) # 0 72 &5 OK

3. ...
« = B Y IXFER GID, /B 2L — TV U TR E 2 2 HE TRV
* ERNGID DIRFED FIFERUID DZNEZ oKD
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a2 JES 5 32D GID

« UID [Al&E, 7 at 212iE 3 2D GID 23D\ TW3
1. 92 GID (Real Group ID, RGID % 7213 HiZ GID)
2. 9%%h GID (Effective GROUP ID, EGID)
3. f#1# GID (Saved Group ID, SGID)
* UID [Alfk, Bl 70t XD GID ZR2THAK + BHT A AT LA—NDDH 5

49 / 57



TRt 2D {E - EZh - BFEGID Z{BUS - ZHY T E A T7La—)L

« UID £ &< [[U
- R

» gid t 7 = getgid(); — riZ%E GID ZiK§

» gid t e = getegid(); — elZZEX) GID ZiX§

> int err = getresgid(&r, &e, &s); — {3, %, R1FIGID = ZNLZFr, e, sITIRT
« ZH

» int err = setgid(r); ~ 3£ GID ZriZ T 3%

» int err = setegid(e); ~ X GID #ell 3 5

» int err = setresgid(r, e, s); ~ {3,FENRIFIGID Z ZNZFr e, siZT 5
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set?gid ZNLZND IEHEZRIR & S

(2 d UID IEIEF L)
s FEXH L= ut AD{E -

il

BIESES

setresgid(r,e,s)

F=0%7%&{reste{R,E, S}

setegid(e) F=0%7%l¥eec{R,E, S} R.E,S R,e,S)
F=0 R, E,S e, e,e)
setgid(e)
re{R,E,S} R,E,S R,e,S)

% - tR17} GID % (R, E, S)
* TREADEFUID 2 FEFL (EPEZZ VD THRDILS)




SEATATHEZ 7 4 L D set-group-ID Jai 1

« 21D set-user-ID JE& M & IZIX[F T

* (F518) st _mode IZFEN I NLT W3, 77t AFFA] 9 bit IS D FH
» set-user-ID (setuid bit, suid bit)
» set-group-ID (setgid bit, sgid bit)
» sticky

* set-group-ID bit DXHR: 7 1t X PH, set-group-ID J& DS 1 DFEITR[EEY 7 f VF %
(exec R AT L A—)LT)EITT 2L, PO{EM, RTEIGID EFDO 7L —T (gl §
HWINZT B
> (R, E,S) = (R,9,9)
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B 7 — 7o EN

« B GIDIZZ N —FIZhT 37 7 AWERZZEZT2DI2Hibi 3
1
y)
3

. POER)GID ¥7213 PO VN —T D =FDIL—7
= (F.st_mode & S IRGRP) # 0 7% 5 OK
4. ...
c ZRGID~ FNEEITLTWVWARL—YDAEL TWVWE I L—TD—>D
s EPORERIGID 0O TR~ ANDZ—FDBEBDO 7L —TICFiE L TWS WD
R KHETER W = ML —7
s fEH N —=FIWNIEEED IV —T2EETE 5
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@B N—T % {(HIF - BEH}T B AT La—)L

- 1%
gid t groups[nl];
int err = getgroups(n, groups);

gid t groups[n] = { ... };
int err = setgroups(n, groups);

« ZHEMNTZ2DIE root (E =0) 7207

o« fiB 7L — 73, ssh B — 3= login Y — N72 ¥ 52 — YRR IC Jetc/group 72 8%
ZLUT, ZDOL—YDPETE2EI7/NL—TITHESI N, UFEIED LW
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B 7N —T DB 3 72 HER) GID 1 FAHAETIE?

o 77k AMEBDREDT=DITITFERE, E5h GID RETH A 5
« 5% GID I,

» 77 ANMERRD 7 7 A NDIN—T @z kd 3

» set?gid X° set-gid-ID bit DX D 7 7 A L2l TE HE D AJEE

EWHEW (HIZE D & ENLZT)
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« 2B TERVERO -V 127 7 AMRE2HITHE—DFER L —T

* ZDOS (AT A=) LNILDMEFHAIT T v L XITHES) GID LMoz —7"k
WO R R Y5287

o 1EHBI 2L — 7 root (E = 0) 70t Z70FICERE AT RE

* /etc/group 7 7 A LD — I —HFITHRET X 2 DI TIT RV

c = HE L VL —TDHRED root ERBRWE TE LW

c = R, (BAMEDO 7L —T =L TWRWRD) T2ETIRRWERD 22—
T7 7RV RATES 77 AIZ, root EFED 72 0 AUEFERL 2 W0

c VI RDI 7 ANHEETERO L -V Z2IFEL THENTE DL HEXNTHEHE
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« 77t Ziillf#l ) A b (Access Control List; ACL)
» Hih U7 Z IR U, HHENICER D 2 —FITHEIR 2 ¥ 2 (L A
» “posix acl”, “getfacl”, “setfacl” 72 ¥ THNTATLK I W
: Capablhty (MEFR 77 &)
» ZL DIAT L A—IVDREDFERID = 0 (root) AL TEAGINDS
— chown, seteuid, ...
» = 0D TH Kt DR ER T 23ENID=0 D) [ 2EZTIRE] 12
755 L (EfR)
» AT L A=)V T IR EHER % capability & W5 /NZWHERRIZ 77 HE]
» L —Y 7 0t 22 —FRD capability 721} 2 Fi/-H 5 Z & A3A]HE
» “Linux capability”, “setcap” 72 & CTHFHNTA T I W
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